
Validating Digital Signatures in Adobe Reader 

The below procedure describes how to validate digital signatures in Adobe Reader 

 
1. Right click on the actual signature and choose 'Show Signature Properties' 

 

 

2. On the 'Summary' tab, choose 'Show Certificate' as shown in the below figure. 

 

3. Click on Trust tab from certificate Viewer window as shown below. Click on Add to Trusted Identities button to 

trust the signer certificate. 

 

  



4. Click 'OK' to any security question that follows. 

 

 

 

 

 

 

 

 

5. Check the field for 'Use this certificate as a trusted root 'and click 'OK' twice to close this and the next window. 

 

  



6. Click 'Validate Signature' to execute the validation. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 



 
7. Click Ok. Below tick mark will appear if the signature is validated successfully. 

 

 


